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SurveillancdmpactReport 6 & { Dwergiew

About the QurveillanceOrdinance

TheSeattleCityCouncipassed ordinancé25376al2 NB T S NNFERveifiadce | &

idKS

ONRA Y I ySeptémberl22017. This ordinandeas implicationsdr the acquisition of new
technologies by th€ity, and technologies that are already in use that may fall under the new,
broader definition of surveillance.

SMC14.18.020B.1 charges th€ityQ a

SESQOdzi A S 6AGK RS@GSt2LAYy3

surveillanceaechnologies subject to the ordinancgeattlelT, on behalf of the executive,
developed and implemented a process through which a privacy and surveillance review is
completed prior to the acquisition of new technologies. This requirement, and the eritegd
in the review process, are documentedSeattlel T Policy PR0O2X

SurveillanceOrdinance Review Process

(Hn&illanceP2 £ A O ¢ @

The followingis a higHevel outline of thecompleteSIRreview process.

Upcoming »
Initial Draft

Open
Comment
Period

Working Councill
Group Review

The technology is
upcoming for
review, but the
department has not
begun drafting the
surveillance impact
report (SIR.

Work on the initial
draft of the SIRs
currently underway.

The initial draft of
the SIRand
supporting materials
have been released
for public review and
comment. Dumg
this time, oneor
more public
meetings will take
place to solicit
feedback.

During this stage the
SIR including
collection of all
public comments
related to the
specific technology,
is being compiled
and finalized.

The surveillance
advisory working
group will review
eachSIR final draft
and complete a civil
liberties and privacy
assessment, which
will then be included
with the SIRand
submitted to
Council

CityCouncilwill
decideon the use of
the surveillance
technology, by full
Councilvote.
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PrivacyImpact Assessment

Purpose

APrivacy Impact AssessmahBi/4 is a method for collecting and documenting detailed
information collected in order to conduct an-aepth privacy review of a program or proje&.
PlAasks questions about the collection, use, sharing, security and access controls for data that
is gathered using a technology or program. It also requests information about policies, training
and documentation that govern use of the technology. Ph&responses are used to

determine privacy risks associated with a project and mitigations that may reduce some or all of
those risks. In the interests of transparency about data collection and managemeiitylod
Seattlehas committed to publishing @A on an outward facing website for public access.

When is aPrivacylmpact Assessmat Required?
APIAmay be required in two circumstances.

1) When aproject, technology, or other review has been flagged as having a high
privacy risk.

2) When atechnology is required to complete the surveillance impact report process.
This is one deliverable that comprises the report.

1.0 Abstract

1.1 Please provide a brief description (one paragraph) of the purpose and proposed use of the
project/technology.

The Seattle Police Department utiliZesir types of situational awareness cameras to
monitor an identified subject or watcan area of concern while positionddom a safe
distance away.SPD operates these cameiasa variety of different ways to sergpecific
purposesdepending on the situational need’he camerasall broadly intofour categories:

1 mounted onremote controlled robots
1 mounted to poles or extenders,

1 strategically placed, and

1 cameras that are thrown.

The images transmitted from thesamerasare secured and viewed on proprietary
monitors. SPD does not record, store, or retain any of the images captured by these cal
technologies.

1.2 Explain the reason the project/technology is being created or updated and why Biéis
required.

This technology is specifically used to covestigervesubjectsin real time,from a safe
position. Ifused out of policy or improper)yhis technology could potentially be used to
inappropriately infringe on public privacy.

Retroactive Technology Request BD Privacy Impact Assessmdrurveillance Impact Report$ituational Awarenest
Cameras Without Recordingage 4



€y city of Seattle

2.0Project / TechnologyOverview

Provide an overview of the project or technology. The ovengess the context and
background necessary to understand the purpose, mission and justification for the project /
technology proposed

2.1 Describethe benefits of the projecftechnology.

{t 5Qa (l @ésdsin@tionhal admfendssicameras to assess potentially dangerous
situations from a safeocation The use of these cameras allows SPD to gi@nwoundngs
and gain additional information prior to entering a locatiehich providesadditionalsafety
and security tcSPD personngihe subjects of thebservation and other members of the
community.

2.2 Provide any data or research demonstrating anticipated benefits.

The National Institute of Justice asserts that situagiloswareness in a potentially
threatening situationis an essential key variable in determining when the use of force is
necessary, Situationalawarenessnay alsobel 2 | & & ( I O i€ &a@ty for bbthsthel
officer and the subject is increased when the responding officers have visual informatiol
about the eventand its surroundings

2.3 Describe the technology involved

Thereardi @ LJISa 2F aAlddzr A2yl f I glANBntSaa OF Y

RobotMounted Camerag, The Avatar Robot by Robot&orporates é8360-degreeoptical
cameraand isremote controlledby officers from a safe positiaan scene Theremote range
of the Avatar Robot is approximately 200 meters

Pole Camerasg Pole amera models are made by Tactical Electronics and Smith and We
¢KSaS N’ avlrftts LR2NIIofS OFYSNIa GKIG
They are typically handheld during their used sendsecure imageto the dza Shsddfzeld
remote monitor.

Placeable CamerasCamera models are made by Remington and Tactical Electrohesg.
are snall portable cameras designed to be placed in specific strategic locations and
situations. These models also send secure images tdzheSHdddliddd remote monitot

Throwable Camerag Camera models are made by Remington and Tactical Electronics.
These small, rugged cameras are designed to be throwrsituationswhere access by SPLC
personnel isot possible. Like the pole and placeable camgitas secure images are
transmitted to thedz& ShsdddEeld remote monitor

None of the images transmitted by these cameaasstored or recordedy the camera
equipment or the handheld monitor.

Retroactive Technology Request BD Privacy Impact Assessmdrurveillance Impact Report$ituational Awarenest
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2.4 Describehow the project or use of technology relates t&tS RS LI NI YSY G Q& YA aa

The mission of the Seattle Police Department is to prevent crime, enforce the law, and
support quality public safety by delivering respectful, professional, and dependable polic
services{ t 5Qa {21! ¢ dzy Al daiasdeds pofedtiallii dargaroud Stdkoy
and obtain as much information about tlsg#uation as possible. By doing so, SPD personn
and the subjects involved are safer.

2.5Who will be involved with the deployment and use of the pject / technology?
Only members of the SPD SWAT Unit are authorized téthissequipment.

3.0Use Governance

Provide an outline of any rules that will govern the use of the project / technology. Pleasenant€ity
entities contracting with theCityare baund by restrictions specified in the surveillance ordinance and
privacy principles and must provide written procedures for how the entity will comply with any
restrictions identified.

3.1 Describe the processes that are required prior to each use, or actesof the project /
technology, such as a notification, or cheak checkout of equipment.

All members of SWAT are given training in the use and appropriate applicdtibase
cameras. Any SWAT personnel may elect to use one of the cameras ttitimsicalls for its
use.

3.2List the legal standards or conditions, if any, that must be met before the project /
technology is used.

There is no legal standard or condition for the use of these cameras Hpnodected public
areas, such as a hoteallway. However, iSPDplans touse the camera inside a protected

I NBl > &adzOK Fa Ay I 9F8 \NikobtgimsignedseartisvaramMiromibl P
judge absent exigent circumstances

3.3 Describe the policies and training required of alepsonnel operating the project /
technology, and who has access to ensure compliance with use and management policies.

Only members of SWAT are authorized to tlseequipmentand are specifically trained in
their use. The SWAT commanders are responsibémsure usage of the technology falls
within appropriate usage.

1 https://www.nij.gov/topics/law-enforcement/officersafety/useof-force/pages/welcome.aspx
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4.0 Data Qollection and Use

Provide information about the policies and practices around the collection and use of the data
collected.

4.1 Provide details about what information is being collected from sources other than an
individual, including othen T systems, systems of record, commercial data aggregators,
publicly available data and/or otheCity departments.

No image®r data arecollected, stored, or retained by any situational awareness camera
used by SPD.

4.2 \What measures are in place to minimize inadvertent or improper collection of data?

Risk of inadvertent or improper collection is low, @asimagesor data arecollected,stored,
or retained by any situational awareness camera used by SPD.

4.3How and when will the project / technology be deployed or used®¥ whom? Who will
determine whenthe project / technology is deployed and used?

This technology is used griby the SPD SWAT Unit to assess potentially dangerous situa
4.4 How often will the technology be in operation?

The different types of cameras are used with varying frequency depending on the
circumstances. Polmounted cameras are used frequently to ass&fisationsaround
corners and above or below officer positions.

4.5What is the permanence of the installatio? Is it installed permanentlyor temporarily?
These cameras are portable and do not remain in fixed locations.

4.61sa physical object collecting data or imagesible to the publicAWhat are the markings
to indicate that it is in use®hat signageis used to determine department ownershiand
contact information?

These cameras are covert by design. They are used to assess potentially dangerous si
from a safe distance.

4.7 How will data that is collected be accessed and by whom?

No image®r data arecollected,stored, or retained by any situational awareness camera
used by SPD.

4.81f operated or used by another entity on behalf of th€ity, provide details abotiaccess,
and applicable protocols.

Retroactive Technology Request BD Privacy Impact Assessmdrurveillance Impact Report$ituational Awarenest
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This technology is used only by the SPDASWNit and no images data arecollected,
stored, or retained by any situational awareness camera used by SPD.

4.9What are acceptable reasons for access to the equipment @mddata collected?

These cameras are covert by design. They are used to assess potentially dangerous si
from a safe distancéNo imagesr data arecollected,stored, or retained by any situational
awareness camera used by SPD.

The decision to use situational awareness cameras is made on-@\aase basisThese
devices allow officexto monitor asubjector watch situation from a position of safety and
distance Absent exigent circumstances, a signed warrant is obtained faritbre use of this
technology in any protected area.

4.10What safeguards are in place, for protecting data from unauthorized access (encryption,
access control mechanisms, etc.) And to provide an audit trail (viewer logging, modification
logging, etc.)?

This equipment is securely stored and accessible only to the SWAT Unit for use in their
operations.No image®r data arecollected,stored, or retained by any situational awarenes
camera used by SPD.

5.0 Data Storage, Retentiorand Deletion

5.1 How will data be securely stored

The followingquestiors on data storage aneot applicable to these technologies, as n
imagesor data arecollected,stored, or retained by any situational awareness camera use
by SPD.

5.2 How will the owner allow for degpartmental and other entities, to audit for compliance
with legal deletion requirements?

n/a
5.3What measures will be used to destroy improperly collected data?
n/a

5.4 which specific departmental unit or individual is responsible for ensuring compdeawith
data retention requirements?

n/a

6.0 Data Sharingand Accuracy

6.1 Which entity or entities inside and external to th&€itywill be data sharing partners?

Retroactive Technology Request BD Privacy Impact Assessmdrurveillance Impact Report$ituational Awarenest
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The following questions on data sharing are not applicable to thed&nologies, as no
images or data are collected, stored, or retained by any situational awareness camera t
by SPD.

6.2Why is data sharing necessary?
n/a

6.3 Are there any restrictions on norCity data use?

YesH Non

6.3.1if you answered yed, N2 3A RS | O2L® 2F GKS RSLI NIYSydQa
ensuring compliance with these restrictions.

This technology is used only by the SPD SWAT Unit and no images or data are
collected, stored, or retained by any situational awareness cameralms&iPD.

6.4 how does the project/technology review and approve information sharing agreements,
memorandums of understandingnew uses of the information, new access to the system by
organizations withinCity of Seattleand outside agencies?

n/a

6.5 explain how the project/technology checks the accuracy of the information collected. If
accuracy is not checked, please explain why

n/a

6.6 describe any procedures that allow individuals to access tiv@mrmation and correct
inaccurate or erroneous information.

n/a

7.0Legal Obligations, Risksxd Compliance

7.1What specific legal authoritieand/or agreements permit and define the collection of
information by the project/technology?

No image®r dataare collected,stored, or retained by any situational awareness camera
used by SPIWhensituational awareness camera equipmemnitl be utilized in protected
areas, such as insidehame, the SWAT Unit obtains a signed warrant.

7.2 Describe what privacyraining is provided to users either generally or specifically relevant
to the project/technology.

Retroactive Technology Request BD Privacy Impact Assessmdrurveillance Impact Report$ituational Awarenest
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The SWAT Unit is trained on the appropriate usage of situational awareness cameras.

7.3 Gven the specific data elements collected, describe thevacy risks identified and for
each risk, explain how it was itigated. Specific risks may be inherent in the sources or
methods of collection, or the quality or quantity of information included

Because the SWAT Unit requires a signed warrant befdreing this technology in
protected areasthey have mitigated the risk of improper viewing of the protected areas.

7.41s there any aspect of the project/technology that might cause concern by giving the
appearance to the public of privacy intrusion onisuse of personal information?

The nature of this type of technologyaycause concern by giving the appearance of priv.
intrusion or misuse. These cameras are specifically designed to be covehiegrallow
officers to viewviewing intosensitive aeas.While these cameras have the capability to
observethe public, they are not utilized by SPD in this manherinformation, images, or
audio are recorded by any of these situational awareness cameras.

Retroactive Technology Request BD Privacy Impact Assessmdrurveillance Impact Report$ituational Awarenest
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8.0 Monitoringand Enforcement
8.1describe how the project/technology maintains a record of any disclosures outside of the
department.

No image®r data arecollected,stored, or retained by any situational awareness camera
used by SPIWhen situational awareness camera equipment will be utilized in protected
areas, such as insidename, the SWAT Unit obtains a signed warrant.

8.2 what auditing measures are in place to safegd the information, and policies that
pertain to them, as well as who has access to the audit data? Explain whether the
project/technology conducts selaudits, third party audits or reviews.

No image®r data arecollected,stored, or retained by any sitational awareness camera
used by SPIWhen situational awareness camera equipment will be utilized in protected
areas, such as insidehame, the SWAT Unit obtains a signed warrant.

Financiallinformation

Purpose

This section providesdescription of tle fiscal impact of the surveillance technologg
required by the surveillance ordinance

1.0 Hscallmpact

Provide a description of the fiscal impact of the project/technology by answering the questions
below.

1.1 Current or potential sources of fundingnitial acquisition costs

CurrentH potentialf

Date of initial Date of go Direct initial ~ Professional Other Initial
acquisition  live acquisition  services for  acquisition  acquisition
cost acquisition  costs funding
source
6/30/2016 $67,704.86 Pole Camera UASI Grant
w/Wrist Funded
Mounted
Monitor
02/04/2013 $5,000 Avatar 1 Base Org Charged:
package, Pre P1941
owned
Notes

Retroactive Technology Request BPD  Financial Informatioth Surveillance Impact Report$ituational Awareness Camer:
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Respond here.

1.2 Qurrent or potential sources of funding: w-going operating costs, includingnaintenance,
licensing, personnel, legal/compliance use auditing, data retention and security costs.

Currentrj potentialfj

Annual Legal/compliance Department IToverhead Annual funding
maintenance and audit, data overhead source
licensing retention and
other security
costs
Notes:

1.3 Gost savings potentiathrough use of the technology
Respond to question 1.3 here

1.4 Qurrent or potential sources of funding including subsidies or free products offered by
vendors orgovernmental entities

N/A

Expertise andReferences

Purpose

The following information is provided to ensure th@buncihas a group of experts to reference
GKAES NBOASoAYIT (KS O2 YLISKIBCR 12@ENIISWMR X I NYRORI fAdY
referenced must be made aware ahead of publication that their information has been included.

All materials must be availabter Councilto access or review, without requiring additional

purchase or contract.

1.0 Cther Government References

1.1Please list any other government bodies that have implemented this technology and can
speak to the implementation of this technology.

Agency, municipality, etc. Primary contact Description of current use

2.0 Academicsonsultants, andOther Experts

2.1 Please list any experts in the technology under consideration, or in the technical
completion of the service or function théechnology is responsible for.

Retroactive Technology Request BD Expertise and ReferencgSurveillance Impact Report$ituational Awareness
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Agency, municipality, etc.  Primary contact Description of current use

3.0White Papers orOther Documents

3.1 Please list anyauthoritative publication, report or guide that is relevant to the use of this
technology or this type of technology.

Title Publication Link

&+ ARS Lawand http://www.hendonpub.com/resources/article archive/results/de
SWAT Order, The ails?id=3589
Operation Magazine
aé for Police
Manageme
nt

Retroactive Technology Request BD Expertise ad Reference$ Surveillance Impact Report$ituational Awarenes:
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RacialEquity Toolkit 6 & w @ardd&Emngagement for Public
Comment Worksheet

Purpose

Departments submitting &IRare required to complete an adapted version of fRecial Equity
T2 2 f RET i drder o:

1 Provide a framework for the mindful completion of tl8&#Rn a way that is sensitive to the
historic exclusion of vulnerabbind historically underrepresented communities. Particularly,
to inform the public engagement efforts departments will complete as part of the
surveillance impact report

1 Highlight and mitigate anympacts on racial equitirom the adoption and the use ohée
technology.

1 Highlight and mitigate any disparate impacts on individuals or vulnerable communities.

1 Fulfill the public engagement griirements of the surveillance impact report

Adaptionof the RETor Surveillance Impact Reports

TheRETwas adapted for the specific use by tBeattlelnformation TechnologyDS LJ- NIi Y Sy (i & Q
O%eattlelTE 0 LINA @ Ofice 6fQUIRAZ KIOR® W01 | yR OKIF y3aS (StY Y€
SeattlelT, SeattleCityLight, SeattleFre Department, SeattlePolice Depaitment, andSeattle

Department of Transpotation.

RacialEquity Toolkit Overview

The vision of theSeattleRace andSocial Justice nitiative is to eliminate racial mequity in the
community. To do this requires ending individual racisnstitutional racism and structural
racism. The racial equity toolkit lays out a process and a set of questions to guide the
development, implementation and evaluation of policiestiatives, programs, and budget
issues to address the impacts on racigliigy.

1.0 St Outcomes

1.1. SeattleCity Councilhas defined the following inclusiowriteria in the surveillance
ordinance andthey serve as important touchstones for the risks departments are being
asked to resolve and/or mitigateWhich of the following inclusion criteria apply to this
technology?

n The technology disparately impaat$sadvantaged groups.

A There is a high likelihood that personally identifiable information will be shared with non
Cityentities that will use lhe data for a purpose other than providing tlgywith a
contractually agreedipon service.

A The tecmology collects data that is personally identifiable even if obscuredtefetified, or
anonymized after collection.

Retroactive Technology Request BD wk OALFf 9ljdzade ¢22f1A0 o0aw9¢éu | YR
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'H The technology raises reasable concerns about impacts to civil liberty, freedom of speech
or association, racial equity, or sodiastice.

1.2What are the potential impacts on civil liberties through the implementation of this
technology?How is the department mitigating theseisks?

The potential that innocent members of the community would fall under surveillance by
covert use of situational awareness cameras by the SPD SWAT Unit is mitigated in two
First, the usage of this equipment is situational, and the camerassa@ during events in
which the SWAT Unit responds to calls for police service. Where the cameras are utilize
non-public areas a signed warrant is obtained prior to their use. Second, no images, dai
audio is recorded by the situational awareneseeaas.

1.3 What are the risks for racial or ethnicitpased biaghrough each use or deployment of
this technology? How is the department mitigating these risks?

The mission of the Seattle Police Department is to prevent crime, enforce the law, and

support quality public safety by delivering respectful, professional and dependable polic
servicesSPD Policy 5.140rbids biasbased policing and outlines processes for reporting

and documenting any suspected biaased behavior, as well as accountability measuras.
use of this technology does not enhance tisks of racial or ethnicitpased bias.

1.4 Where in the City is the technologysed or deploye@
'H all Seattle neighborhoods

n Ballard N Southeast

n North n Delridge

N Northeast N Greater Duwamish

N Central A East district

i Lake union A King county (outside Seattle)
N Southwest A Outside King County.

If possible, please includeny maps or visualizations of historical deployments / use.
N/A

1.4.1 What are the racial demographics of those living in taigea or impacted by
these issues?

Retroactive Technology Request BD wk OALFf 9ljdzade ¢22f1A0 o0aw9¢éu | YR
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City of Seattle demographics: Whit€9.5%; Black or African American9%; Amer.
Indian & Alaska Native0.8%; Asian 13.8%; Native Hawaiian & Pacific Islande#;
Other race- 2.4%; Two or more race$.1%; Hispnic or Latino ethnicity (of any race
6.6%; Persons of color: 33.7%.

King County demographics: Whig&0.1%; Black or African AmericaB.7%;
American Indian & Alaskan Natigd..1%; Asian, Native Hawaiian, Pacific Islamder
17.2%; Hispanic or Latirfof any racey 9.4%

1.4.2 How are decisios madewhere the technology is used or deployed?ow does

the Department work toensure diverse neighborhoods are not specifically targeted?

The decision to use situational awareness cameras is made on-@\aase basis.
These devices allow officgto monitor asubject or watchsituation from a position of
safety and distancéAbsent exigent circumstances, a signed warrant is obtained p
to the use of this technology in any protected area.

1.5How do decisios around data sharing have the potential fatisparate impact on
historically targeted communities? What is the department doing to mitigate those risks?

The Aspen Instituteon Contmy A G & / K y3S RSFAyYySa &iaGNHzO(
institutional practices, cultural representations and other norms [which] work in various,
2FGSY NBAYF2NOAYy3I gl ea G2 LISNLISGdzr S NI
be a contibuting factor to structural racism and thus creating a disparate impact on
historically targeted communities. In an effort to mitigate this possibility, SPD has establ
policies regarding the dissemination of data in connection with criminal prosetyt
Washington Public Records A€th@apter 42.56 RC\and other authorized researchers.

Further,SPD Policy 5.146rbids biasbased policing and outlines processes for reporting
documenting any suspected btaased behavior, as well as accountability measures.

The situational awareness cameras utilized by the SPD SWAT Ubpit@eaord any
information and therefore no information from this technology is stores or shared.

1.6 How do decisions around data storaged retentionhave the potential for disparate
impact on historically targeted communities? What is the departmeraidg to mitigate those
risks?

Like decisions around data sharing, data storage and retention have similar potential fo
disparate impact on historically targeted communiti&&D Policy 5.140rbids biasbased
policing and outlines processes for reporting and documenting any suspectebdsiad
behavior, as well as accountability measures.

Retroactive Technology Request BPD wk OALf 9ljdAaide ¢22t A0 604aw9c¢éD
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1.7 What are potential unintended consequences (both negative and positive potential
impact)?What proactive steps can you can / have you taken to ensure these consequences
do not occur.

The unintended consequenseelated to the continued utilization dfituational awareness
camerasby SPD is the out of policy misuse of the technology to improperly surveil the
public. SPD policies, includis@D Policy 6.06ollection of Information for Law
Enforcement Purposealso define the way information will be gathered by SPD and statt
GAYT2NXI GA2Y 6 A ¢ofdedin® manhei tKaf dods Rot Lingéasondldfy infrin
upon: individual rights, liberties, and freedoms guaranteed by the Constitution of the Ui
States and the State of Washington, including freedom of speech, press, association, ¢
assembly; libertpg ¥ 02y aO0OA Sy OST (KS SESNODA&AS 27

2.0 PublidOutreach
2.1 Scheduled public meeting(s).

Meeting notes, sigiin sheets, all comments received, and questions from the public will be
included in Appendix&. Comment analysis will be summarizedantion 3.0 Public Comment
Analysis.

Meeting 1
Location Webex Online Event
Date October 28", 2020
Time 12 pm¢ 1 pm
Retroactive Technology Request BPD wlk OALFf 9l dAAdi&0 ¢I2y2R (R loHSWY SY i T2 N
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3.0 Public Comment Analysis

3.1 Demographics of the public who submitted comments.

Number of Comments Virtual Public Meeting Attendees Gender of Public Comment Respondents
Received
1 5 9(24.32%)
3 8 Gender
17 (45.95%) @Female
®Male
Age Count of Public Comment Respondents e

1129.73%)

Comments Per Technology
SPD: Forward Looking Infrared Real-Time Video (FLIR)
| 27

‘ SPD: Video Recording Systems
6

Prefer not to identify 65+ 45-64 | SPD: Situational Awareness Cameras Without Recording

Age Range 5
Neighborhood of Public Comment Responde

West Seattle Capitol Hill Prefer not to identify Greenwood / Phinney South Lake Union /... | North
3 2
d

Central District Northeast .
2 1
Columbia City

3 2 1

3.2What concerns, if any, do you hawabout the use of this technology?

seems et SUPpPOrts recording

SPD cameras use
recordingarpublic

3.3 What value, if any, do you see in the use of this technology?
N/A

3.4What do you want City leadership to consider about the use of this technology?

pUb”C followed VMS Milestone Se Curlty use S P D hacked
Ge neteC security best practices reco rd | ngS information
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3.5 Do you have any other comments?

N/A

4.0 Response to Puilc Comments

4.1 How will you address the concerns that have been identified by the public?

What program, policy and partnership strategies will you implement? What strategies
address immediate impacts? Loteym impacts? What strategies address root ceaisf
inequity listed above? How will you partner with stakeholders for {targn positive
change?

5.0 Equity Annual Reporting

5.1 What metrics for this technology be reported to the CTO for the annual equity
assessments? Departments will besponsible for sharing their own evaluations with
department leadership, change team leads, and community leaders identified in the public
outreach plan.

Respond here.
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Privacyand Civil Liberties Assessment

Purpose

This section shall be completadter public engagement hancludedand the department

has completed the racial equity toollgection aboveTheprivacy andcivil libertiesassessment

is completecbytheO2 YY dzy A G & & dzNIBSAT | yO8 dzajetiieA y 3 I NP dzLJ
surveillance ordinance which states that the working grsbpl:

oProvide to the executive and theCity Councila privacy and civil liberties impact
assessment for eac8IRthat must be included with any departmental request for surveil@anc
technology acquisition or tnse approval. The impact assessment shall include a description of
the potential impact of the surveillance technology on civil rights and liberties and potential
disparate impacts on communities of color and other margiedlicommunities. ThE€TOshall
share with the working group a copy of ti&Rthat shall also be posted during the period of
public engagement. At the conclusion of the public engagement period;i@shall share the
final proposedSIRwith the working goup at least six weeks prior to submittal of tisRto
Councilfor approval. The working group shall provide its impact assessment in writing to the
executive and theCity Councilfor inclusion in theSIRwithin six weeks of receiving the final
proposedSIR If the working group does not provide the impact assessment before such time,
the working group must ask for a tweeek extension of time t&ity Councilin writing. If the
working group fails to submit an impact statement within eight weeks ofivetg the SIR the
department and City Council may proceed with ordinance approval withodbhe impact
statementg

Working Group Privacy andQvil Liberties Assessment

Respond here.
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AppendixA: Glossary

Accountable:(taken from the racial equity toolkitRResponsive to the needs and concerns of
those most impacted by the issues you are working on, particularly to communities of color and
those historically underrepresented in the civic process.

Communityoutcomes:(taken from the racial equity toolkit;Jhe specific result you are seeking
to achieve that advances racial equity.

Contracting equity(taken from the racial equity toolkitEfforts to achieve equitable racial
outcomes in the way th€ityspends resources, including goods and services, consultants and
contracting.

DON odDepartment ofNeighborhoods

Immigrantand refugee access to servicdtaken from the racial equity tooik) Government
services and resources are easily available and understandableSeadileresidents, including
non-native English speakers. Full and active participation of immigrant and refugee
communities exists iGeattled OA OA O S@RiE2YAO | yR Odz {dz

Inclusive outreach and public engagemeiitaken from the racial equity toolkitBrocesses
inclusive of people of diverse races, cultures, gender identities, sexual orientations and socio
economic status. Access to information, resources and processes so community members
can effectively engage in the design and delivery of public services.

Individual racism:(taken from the racial equity toolkitBrejudgment, bias, stereotypes about
an individual or group based on race. The impacts afma on individuals including white
people internalizing privilegend people of color internalizing oppression.

Institutional racism:(taken from the racial equity toolkitQrganizational programs, policies or
procedures that work to the benefit of whatpeople and to the detriment of people of color,
usually unintentionally or inadvertently.

OCK Office of vil Rghtsé€

Opportunity areas:(taken from the racial equity toolkit®neof seven issue areas tlityof
Seattleis working on in partnership with the community to eliminate racial disparities and
create racial equity. They include: education, health, community development, criminal justice,
jobs, housingand the environment

Racialequity: (taken from the racial guity toolkit.) When social, economic and political
2LIIR2 NI dzyAGASE INB y20 LINBRAOGSR o6F&aSR dzkRy |
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Racialinequity: (taken from the racial equity toolkit.)
2 KSY | LISNER2YQa NI OS Oly
economic and political opportunities iad outcomes.

REW RadialEquity T2 2 £ { A G €

Seattleneighborhoods (taken from the racial equity
toolkit neighborhood) Boundaries defined for the
purpose of understanding geographic aréaSeattle

Stakeholders{taken from the racial equity toolkit.)
Those impacted by proposed policy, program
budget issue who have potential concerns or issue
expertise. Examples might include: specific
racial/ethnic groups, other institutions likeeattle
housing authority, dwools, communitybased
organizations, change teamSityemployees, unions,
etc.

Structuralracism:(taken from the racial equity toolkit.)
The interplay of policies, practices and programs of
multiple institutions which leads to adverse outcomes
and condiions for communities of color compared to .
white communities that occurs within the context of B Area Shared by Two 5;,m
racialized historical and cultural conditions. O Neighborhood Service Centers

SurveillanceOrdinance SeattleCity Councilpassed ordinanc25376 al® referred to as the
oQurveillanceOrdinanceg

SIR cQurveillancelmpactReporté, a document which captures the fulfillment of timuncH
defined survédlance technology review process, as requiredhyinancel25376

Workforce equity:(taken fran the racial equity toolkit.Ensure theCitys workforce diversity
reflects the diversity oSeattle
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Appendix B: Meeting Notice(s)

City Surveillance

Webex Online Event

Join us for a public meeting to comment on a few
of the City’s surveillance technologies:

Seattle Police Department
* Forward Looking Infrared Real-time Video (FLIR)
= Situational Awareness Cameras Without Recording
* Video Recording Systems

WebEx Online Event

Dial-in Info:
+1-408-418-9388
Access code: 146 533 4053

Can’t join us online?

Visit http://www seattle.gov/surveillance to leave an online comment or

send your comment to Surveillance and Privacy Program, Seattle IT, PO
Box 94709, Seattle, WA 98124,

The Open Comment period is from October 7% — November 7™, 2020.

Please let us know at Surveillance@seattle.gov if you need any
accommodations. For more information, visit Seattle.gov/privacy.

Information provided to the City of Seattle is considered 3 pubdic record and may be subject to public discosure. For more information see the
Public Becords Act, RCW Chapter 42 56.or visit Seattle. zow/privacy. All comments submitted will be induded in the Surveillance Impact Report.
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Appendix C: All Comments Received from Members of the Public
ID:12165161116

Submitted ThroughOnline Comment

Date: 11/12/2020 4:06:10 PM

Which surveillance technology that is currently open for public comment, do you wish to
comment on?

SPD: Situational Awareness Cameras Without Recording

What concerns, if any, do yobave about the use of this technology?

| am concerned about SPD using this technology in a transparent and fair way.
What value, if any, do you see in the use of this technology?

What do you want City leadership to consider about the use of this techngldg

| do not want SPD to have access to this technology.

Do you have any other comments?
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ID:12165002568
Submitted ThroughOnline Comment
Date:11/12/2020 3:06:58 PM

Which surveillance technology that is currently open for public comment, do you wish t
comment on?

SPD: Situational Awareness Cameras Without Recording

What concerns, if any, do you have about the use of this technology?

test

What value, if any, do you see in the use of this technology?

test

What do you want City leadership toonsider about the use of this technology?
test

Do you have any other comments?

test
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ID:12164756754
Submitted ThroughOnline Comment
Date:11/12/2020 1:46:26 PM

Which surveillance technology that is currently open for public comment, do you wish to
comment on?

SPD: Situational Awareness Cameras Without Recording

What concerns, if any, do you have about the use of this technology?
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As of Nov. 12th, numerous questions from the public have not been answered by SPD and thus
greatly hinder the ability fomformed public comment. These questions include: (1) What are
the complete model names/numbers for each of the equipment in scope for the Situational
Awareness Cameras? (2) What technical safeguards are in place to prevent the
storage/retention of imags? (3) How specifically has SPD mitigated the risk of improper
viewing of protected areas? (4) What (if any) sections of the SPD Manual specifically cover the
use of these technologies by SWAT? SPD did not provide the manuals for this equipment in
their SIR, so the public is left guessing. While it seems that SPD has an Avatar 1 Robot by
RoboteX, the Avatar Il robot does support audio/video recording from the remote controller

and from the Audio/Video Receiver: https://robotex.com/wp
content/uploads/2A.9/04/RoboteXAvatarll-UserManual.pdf & https://robotex.com/wp
content/uploads/2019/04/Avatail-A\-ReceiveiUserManual.pdf . | could not locate online the
manual for the Avatar 1, but it seems likely that it would too would support recording, as it
already is performing video livestreaming and recording would likely be consider valuable basic
functionality for the robot to have (especially for Explosive Ordinance Disposal use cases).
Additionally, the Tactical Electronics Core Monitor supports takifignsages of live video (
https://www.tacticalelectronics.com/wpcontent/uploads/2019/03/CORKIonitor_spec.pdf).

The Tactical Electronics Core Pole Camera supports recording audio and video onto a 32GB
micro SD card ( https://www.tacticalelectronicsmfproduct/core-pole-camera/ ). The Tactical
Electronics Core Under Door Camera supports recording video onto a 32GB micro SD card (
https://www.tacticalelectronics.com/wpcontent/uploads/2019/03/CORENderDoor
Camera_spec.pdf ). Remington filed bankoypand had their divisions sold off to different
entities. | don't know who currently owns the rights to their cameras, nor could | locate their
manuals/specsheets. Smith and Wesson seems no longer make any cameras. However, third
party stores with oldistings for Smith and Wesson cameras list models likely to be used by law
enforcement as coming with a 4GB Micro SD card: https://www.amazon.com/W<3aHk
LCPD99Camerad-GigabyteMemory/dp/BO047ERNZK & https://www.amazon.com/Smith
WessorRSWWLCGPD8BErforcementCamera/dp/BO09KQYYBQ . With this mind, the public
needs stronger reassurances and supporting evidence from SPD that none of these devices in
scope for the SIR actually supports recording. The evidence seems to point to most (if not all)
of themactually supporting recording. Also, there are some gaps in the SPD manual that
should be addressed either by modifications to SPD's manual and/or via ordinance. These gaps
include: (1) No part of the SPD manual specifically governs the use ofSWW6&€ cameras,

such as for what purposes are they allowed to be deployed or requiring a warrant signed by a
judge before use in a nepublic area. (2) SPD should be restricted by ordinance from using any
situational awareness cameras with capabilities beyavhat is defined in the SIR. (3) Even if
none of the hardware supports recording, nothing in the SPD manual specifically governs police
using SPprovided or personal cell phones to record the livestream on the displays.

What value, if any, do you se@ithe use of this technology?
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As it currently stands, this technology lacks sufficient guardrails to prevent abuse/misuse of the
system. Additionally, SPD hasn't provided the manuals for any of this equipment and the
publicly available evidence points tlais equipment likely supporting recording. SPD hasn't
provide sufficient evidence to the contrary. Hence the public can only assume that this SIR is
incomplete and inaccurate. SPD/IT are withholding information from the public, which further
impedes tle ability for an informed consent by the public in seeing sufficient value in this
technology.

What do you want City leadership to consider about the use of this technology?
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City leadership should be made aware of the information SPD/IT has withheldHeopublic.

This information missing from the public includes: (1) What are the complete model
names/numbers for each of the equipment in scope for the Situational Awareness Cameras?
(2) What technical safeguards are in place to prevent the storage/tieteiof images? (3) How
specifically has SPD mitigated the risk of improper viewing of protected areas? (4) What (if any)
sections of the SPD Manual specifically cover the use of these technologies by SWAT? SPD did
not provide the manuals for this equipent in their SIR, so the public is left guessing. While it
seems that SPD has an Avatar 1 Robot by RoboteX, the Avatar Il robot does support
audio/video recording from the remote controller and from the Audio/Video Receiver:
https://robotex.com/wp-conternt/uploads/2019/04/RoboteXAvatarll-UserManual.pdf &
https://robotex.com/wp-content/uploads/2019/04/Avatail-AV-ReceivetUserManual.pdf . |

could not locate online the manual for the Avatar 1, but it seems likely that it would too would
support recordirg, as it already is performing video livestreaming and recording would likely be
consider valuable basic functionality for the robot to have (especially for Explosive Ordinance
Disposal use cases). Additionally, the Tactical Electronics Core Monitortsupgong still

images of live video ( https://www.tacticalelectronics.com/Avp
content/uploads/2019/03/CORHRIonitor_spec.pdf ). The Tactical Electronics Core Pole Camera
supports recording audio and video onto a 32GB micro SD card (
https://www.tacticalelectronics.com/product/corepole-camera/ ). The Tactical Electronics

Core Under Door Camera supports recording video onto a 32GB micro SD card (
https://www.tacticalelectronics.com/wpcontent/uploads/2019/03/CORENderDoor
Camera_spec.pdf ). Remingtoledi bankruptcy and had their divisions sold off to different
entities. | don't know who currently owns the rights to their cameras, nor could | locate their
manuals/specsheets. Smith and Wesson seems no longer make any cameras. However, third
party stores with old listings for Smith and Wesson cameras list models likely to be used by law
enforcement as coming with a 4GB Micro SD card: https://www.amazon.com/W<3aHk
LCPD99Camerad-GigabyteMemory/dp/BO047ERNZK & https://www.amazon.com/Smith
WessoRSWW-LGPD8BEnforcementCamera/dp/BO09KQYYBQ . With this mind, the public
needs stronger reassurances and supporting evidence from SPD that none of these devices in
scope for the SIR actually supports recording. The evidence seems to point to mosallif not

of them actually supporting recording. City leadership should be encouraged to mandate (via
SPD manual changes and/or ordinance) to address some gaps and add appropriate guardrails to
the use of this technology. The current gaps include: (1) Rapthe SPD manual specifically
governs the use of these SWAT cameras, such as for what purposes are they allowed to be
deployed or requiring a warrant signed by a judge before use in gnbiic area. (2) SPD

should be restricted by ordinance from ngiany situational awareness cameras with

capabilities beyond what is defined in the SIR. (3) Even if none of the hardware supports
recording, nothing in the SPD manual specifically governs police usiryr@rdied or personal

cell phones to record thevestream on the displays.

Do you have any other comments?
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There are many areas of improvement by IT/Privdept. regarding their public engagement

process on surveillance technologies. Some of the more recent issues include: (1) The Privacy
dept.caleRl NJ S@Sy i F2NJ 0KS DNRdzZL) o Lzt AO Sy3al 3ASYS
for phoneonly users to diain (one had to know of and go to the TechTalk blog to get the

access code). (2) Directions at public engagement meeting for providing valial gpmment

were to raise hand in webex which clearly is not possible for pfuig users. (3) Public

engagement truncated. CTO told City Council it would be 45 days. Instead IT used 30 days with

a 1 week extension agreed to be added (so 37 day§)THe Group 3 public engagement

meeting recording (as of Nov. 12th) has not been posted publicly, so people unable to attend

R2y Qi KIFI @S | 00Saa (2 (GKS RAaOdzadaA2ykva! 06SF2N
not provided answers before the publcomment period closes. (6) SPD further dodged valid
guestions from the public by requiring PRA requests, which have zero hope of being addressed
within the public comment period. (7) IT has repeatedly requested & attained (and in 1 case,
just seltgranted) time extensions for the Surveillance Ordinance process. When the public
needs time for SPD to provide answers so as to provide informed public comment, now
ddzZRRSyfe& L¢ Aa 2y | GA3IKG GAYS &a0KSRdz S | yR
Additionally, IT/Privacydept. has repeatedly lamented the lack of public engagement, but have
also taken no additional steps to rectify this for Group 3; and did not heed prior feedback from
the CSWG regarding the engagement process. There are numerous skapsaidept.

should take to improve public engagement. The recommendations to the CTO & CPO for Group
4 include: (1) Breaking the group into smaller groups. Group 4 on deck with 13 technologies: 2
re-visits of SFD tech, 3 types of undercover technel®gt 8 other technologies. (2) Allocating
more time for open public comment: minimum of 2 weeks per each in scope tech (so Group 3
would be 42 days, and Group 4 would be 1382 days). (3) Hold more public engagement
meetings per Groupspecificallthe number of public engagement meetings should at a

minimum match the number of technologies being considered for public comment (otherwise
the meeting will run out of time before all the questions from the public can even be asked,
which did happen witlGroup 3). (4) Require at the public engagement meetings both a Subject
Matter Expert on the use of the technology AND _a Subject Matter Expert on the technical
management of the technology. There should be no excuse for most of the public's questions
being unanswered by the City at these meetings. (5) Hold public engagement meetings that are
accessible to marginalized communities most likely to have this technology used against them
(such as, holding meetings at various times of day & weekends, haairgjators, etc). (6)

Post online the recordings of all online public engagement meetings at least 1 week before the
LJzo f AO O2YYSyid LISNA2R Of2aSao 0T 0 wSl dzA NB
guestions at least 1 week before the public coemhperiod closes. (8) Post public
announcements for focus groups held by the City (9) Public engagement meetings and focus
groups should have at least 1 outside civil liberties representative to present. (10) Publish to
the Privacy website in a morariely manner the CSWG meeting announcements and minutes.
(11) Work with more City departments (not just Dept. of Neighborhoods) to foster engagement.
(12) Work with more City boards and committees to foster engagement. (13) Provide at least 2
week lead ime between announcing a public engagement meeting and the timing of that
meeting occurring. (14) Provide early versions of drafts SIRs to the CSWG (as they requested
more than once).

O«

P
(0p))
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ID:12105115839
Submitted ThroughOnline Comment
Date:10/23/2020 6:48:07 PM

Which surveillance technology that is currently open for public comment, do you wish to
comment on?

SPD: Situational Awareness Cameras Without Recording
What concerns, if any, do you have about the use of this technology?

All video and sound feeds MUST be recorded for police accountability. Freedom of Information
Act should be in place.

What value, if any, do you see in the use of this technology?

Could save lives and give SWAT a much needed new technology for public safety.
What do you want City leadership to consider about the use of this technology?
Record all video and sound files and archive properly. A transparent policy is a must.

Do you have any other comments?
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ID:12101261360
Submitted ThroughOnline Comment
Date:10/22/2020 2:12:59 PM

Which surveillance technology that is currently open for public comment, do you wish to
comment on?

SPD: Situational Awareness Cameras Without Recording
What concerns, if any, do you have about the use of thisheology?

Typically these cameras don't have a great resolution and arent great at identifying someone.
Relying on this tech to identify someone is where most of my concerns are

What value, if any, do you see in the use of this technology?

These cameras armgreat for seeing around corners and trying to spot folks that need pulled out
of things and combined with FLIR can be real game changers when trying to locate someone in
a room.

What do you want City leadership to consider about the use of this techngldg
Consider using additional technology when identifying a person, but use this to help find folks.

Do you have any other comments?
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Appendix D: Letters from Organizations or Commissions

November 6, 2020

Seattle Information Technology
700 5% Ave, Suite 2700
Seattle, WA 98104

RE: ACLU of Washington Comments on Group 3 Surveillance Technologies

On behalf of the ACLU of Washington, I write to offer our comments on the
sucveillance technologies included in Group 3 of the Seattle Sucveillance
Ozdinance implementation process.

The three Seattle Police Department (SPD) technologies in Group 3 are covered
in the following ordes:

1. Forward Looking Infrared — King County Sheriff’s Office Helicopters
2. Video Recording Systems
3. Situational Awareness Cameras Without Recording

These comments should be considered preliminary, given that the Surveillance
Impact Reports (SIR) for each technology leave a number of important questions
unanswered. Specific unanswered questions for each technology are noted in the
comments relating to that technology. Answers to these questions should be
included in the updated SIRs provided to the Community Susrveillance Working
Group and to the City Council prior to their review of the technologies.

Forward Looking Infrared - KCSO Helicopters
Background

Forward Looking Infrared (FLIR) is 2 powerful thermal imaging surveillance
technology that raises a number of privacy and civil liberties concerns because of
its ability to enable dragnet surveillance of individuals in public as well as in private
spaces.

FLIR cameras sense infrared radiation to create images assembled for real-time
video output. This technology detects small differences in heat, or emitted thermal
energy, and displays them as shades of gray or with different colors. Because all
objects emit different amounts of thermal energy, FLIR cameras are able to detect
temperature differences and translate them into images.!

Advanced thermal imaging systems like FLIR allow governments to increase their
sucveillance capabilities. Like any device used for sucveillance, government agents
may use it inappropriately to gather information on people based on their race,
religion, or political views. While thermal imaging devices cannot “see” through

! ACLU of Washington, Thermal Intaging Surveillance, THEYAREWATCHING.ORG,
https:/ /theyarewatching org/technology/thermal-imaging-sucveillance (last visited Nov. 5,
2020).
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walls, pointing a thermal camera at a building can still reveal sensitive information
about what is happening inside. Drug detectives often use these devices to identify
possible marijuana growers by looking for heat consistent with grow lights.?
Furthermore, privacy and civil liberties concerns with FLIR are magnified when
FLIR is used in conjunction with other powerful sucveillance tools such as facial
recognition and drones.

The Seattle Police Department (SPD) uses three King County Sheriff’s Office
helicopters that are equipped with FLIR technology as well as 30-million
candlepower “Night Sun” searchlights, Pro Net and LoJack radio tracking
receivers, still and video cameras, and communications equipment for
communicating with local, state, and federal law and firefighting agencies on their
frequencies. SPD can use FLIR technology and these helicopters to monitor
human beings (whose body temperatures are fairly consistent) through clouds,
haze, and darkness.

There are serious concerns with SPD’s use of KSCO’s helicopters as described in
the SIR. The policies attached in the SIR do not include purpose limitations,
adequate privacy and security protections, or restrictions on use. The SIR also
does not specify how long KCSO retains still images and recordings attained when
assisting SPD, or whether SPD’s Digital Evidence Management System (DEMS) is
an on-premise or a Software-as-a-Service (SaaS) deployment.

At the public engagement meeting held on October 28, 2020,3 SPD officers were
asked if SPD had ever used KCSO helicopters or FLIR technology for the
puscpose of surveilling protesters and if SPD had any policies prohibiting use of
these technologies for protester surveillance. The officers were also asked over
which neighborhoods the helicopters had been deployed, given that the SIR states
that in 2018, Guardian One was deployed 45 times to SPD events. For both
questions, SPD officers declined to answer and told the public to submit public
records requests. However, because SPD’s Public Records Act request portal
states that the minimum response timeline is in excess of 6-12 months, members
of the public would not be able to receive answers to these questions in time to
submit public comments on these technologies.

Given the lack of adequate policies in the SIR and the number of unanswered
questions that remain, we have concerns that SPD’s use of KCSO’s helicopters
and FLIR technology may infringe upon people’s civil rights and civil iberties.
KCSO’s FLIR-equipped helicopters may be used to disproportionately surveil
historically targeted communities, individuals exercising their constitutionally
protected right to protest, or people just going about their lives.

Spectfic Concerns

2 In the 2001 case Kyllo v. United States, the U.S. Supreme Court ruled that federal agents
violated the Fourth Amendment when they used a thermal imaging device to detect
marijuana plants growing inside a home.

3 Seattle Police Department, Survesllance Technology Public Comtment Meeting, CITY OF SEATTLE
(Oct. 28, 2020),

https:/ /www.seattle gov/Documents/Departments/ Tech /Privacy/ Group%:203%20Pzese
ntation pdf.
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- There are inadequate policies defining purpose of use. The policies cited
in the SIR do not impose meaningful restrictions on the purpose for which
SPD may request that KSCO helicopters and FLIR technology be used. Policy
16.060 — King County Sheriff’s Office Air Support Unit* simply states that
“Guardian One offers air support for patrol and specialized missions™ and
that “Guardian Two offers air support for special operations such as search
and rescue (SAR) and tactical missions.” This policy only describes the
process by which SPD may request support from KCSO’s air support unit but
does not state the specific purposes for which SPD may or may not request
support. Section 4.9 of the SIR3 states that SPD may request video from
KCSO’s Air Unit “[w]hen necessary and pertinent to a specific investigation™
but does not specify the types of investigations for which SPD may request
data from KSCO or how it is determined if such data is necessary and
pertinent. Policy 6.060 — Collection of Information for Law Enforcement
Purposes® states that “Information will be gathered and recorded in a manner
that does not unreasonably infringe upon: individual rights, liberties, and
freedoms guaranteed by the Constitution of the United States and the State of
Washington™ and Policy 5.140 — Bias-Free Policing states that “officers will
not engage in bias-based policing.”” However, SPD’s answers at the October
28 public engagement meeting do not make clear whether and how SPD
prohibits use of KCSO helicopters to engage in surveillance of protesters or
biased policing. Section 1.4.2 of the Racial Equity Toolkit (RET) section of
the SIR specifically asks: “How are decisions made where the technology is
used or deployed? How does the Department work to ensure diverse
neighborhoods are not specifically targeted®”s The response from SPD directs
attention to SPD Policy 16.060, which does not provide adequate purpose
limitations.

- There are inadequate policies restricting data collection. The policies
cited in the SIR do not place any restrictions on the amount or types of data
SPD may request from KCSO. At the October 28 public engagement
meeting, SPD officers did not answer whether or how SPD places time or
geographic limitations on the data it may request from KCSO.

4 Seattle Police Department, Seattle Police Depariment Mansal: 16.060 - King County Sheriff's
Office Air Support Unst, CITY OF SEATTLE (Mar. 1, 2016), http:/ /www.seattle gov/police-
manual/title-16-—patrol-operations/16060—king-county-shecffs-office-air-support-unit.
5 Seattle Police Department, 2020 Surveillance Inmpact Report- Forward Looking Infrared Real-
Tinee Video (FLIR) (KCSO Helicopters), CITY OF SEATTLE, at 12,

http:/ /www.seattle. gov/Documents /Departments / Tech/Privacy/FLIR%620-
%20KCSO%20Helicopters%:20Public_Engagement?%20SIR pdf (last visited Nov. 5,
2020).

¢ Seattle Police Department, Seatte Police Department Mansual: 6.060 - Collection of Information
Jor Law Enforcement Purposes, CITY OF SEATTLE (May 19, 2004),

http:/ /www.seattle gov/poli 1/title-6. ts h-and-se: /6060-—
collection-of-infc tion-for-law-enf t-puposes.

7 Seattle Police Department, Seattle Police Department Manual- 5.140 - Bias-Free Policing, CITY
OF SEATTLE (Aug. 1, 2019), http:/ /www.seattle.gov/ police-manual /title-5-—employee-
conduct/ 5140—bias-free-policing.

¥ 2020 Impact Report: Infrared Video, supsra note 5, at 23.
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